Audit Exemption 

Specialist Assignment Manual (SAM)

Version 15.0

What’s changed?

We are pleased to issue updates to your Mercia Audit Exemption Specialist Assignment Manual (SAM) (dated 07/18).  The principal technical changes in these updates relate to:

An update to your money laundering forms and guidance to reflect provisions of the 2017 Money Laundering Regulations and CCAB Anti-money laundering guidance for the accountancy sector.  

Further to our ‘GDPR (General Data Protection Regulations) and Engagement Letters Update’ email alert sent 11 June 2018, we have updated our example ‘Terms of Business’ within the example letters section of your manual. 

Further to our ‘Amendments to FRS 105 Micro-Entities’ email alert sent on 13 February 2018, we have incorporated the updated example accounts and disclosure checklist into your manual 

See Appendix II for further details in these and other areas where changes have been made. 

And finally, you may notice that PDF versions of the fair copy documents have been added to your manual as separate subfolders within Sections E, F and G. For those subscribers who use Microsoft Office 365, we are aware of certain issues which can affect the appearance of the forms within the manual, and we are therefore pleased to offer PDF versions of the affected documents in order to allow completion of these documents.  

For a detailed list of all changes made as part of this update, see Appendix III.
What’s next?

The next update to the manual will reflect Amendments to FRS 102 The Financial Reporting Standard applicable in the UK and Republic of Ireland Triennial review 2017: Incremental improvements and clarifications published in December 2017. 

This will predominantly affect the pro forma accounts and accounts disclosure checklists within the manual and, subject to specific early-adoption provisions, amendments are effective for accounting periods beginning on or after 1 January 2019.
Contact us 

We are always pleased to receive feedback on our manuals, including any improvements that you would like to see incorporated.  Please contact me if you have any comments to make.  My contact details can be found in Appendix I below.
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Jenny Faulkner

July 2018

Contact us

	Administration queries:


	Karina Johnston at karina.johnston@mercia-group.co.uk


	I.T. related queries:


	David Hirst or Doris Vargas at david.hirst@mercia-group.co.uk or doris.vargas@mercia-group.co.uk


	Mercia website login details requests:


	www.mercia-group.co.uk/Account/Recovery


	Technical queries:


	http://www.mercia-group.co.uk/technicalqueries and submit your query using the form provided. 



	General Mercia technical manual enquiries:
	Jenny Faulkner at jenny.faulkner@mercia-group.co.uk or David Smith at david.smith@mercia-group.co.uk


	Telephone:
	0116 258 1200


Appendix II – Technical changes

Money Laundering, Terrorist Financing and Transfer of Funds (Information on the Payer) Regulations 2017 and finalised CCAB Anti-Money Laundering Guidance for the Accountancy Sector

Money laundering forms and guidance the Audit Manual and Audit Procedures Manual have been updated for changes required under the Money Laundering, Terrorist Financing and Transfer of Funds (Information on the Payer) Regulations 2017 and CCAB Anti-Money Laundering Guidance for the Accountancy Sector.

Notable changes arising from the new regulations and revised CCAB guidance include a revision to wording in relation to verification of beneficial owners leading to additional prompts to verify, on a risk sensitive basis, the identity of beneficial owners as well as there being a number of additional prompts driven by, for example, the National Risk Assessment and updated requirements relating to Politically Exposed Persons (PEPs).  

We have updated money laundering forms and guidance to reflect the above.  These should be used with immediate effect. 

General Data Protection Regulations (GDPR) and Engagement Letters

Further to our GDPR (General Data Protection Regulations) and Engagement Letters email alert sent on 11 June 2018, we have updated our example ‘Terms of Business’ within the example letters section of your manual which contains an updated paragraph on data protection. 

The updated terms of business should be used with immediate effect. 

Privacy notices

The right for individuals to be informed about how their personal data is collected and used is a key transparency requirement under the GDPR.  You must provide individuals with information including, your purposes for processing their personal data, your retention periods for that personal data, and who it will be shared with. 

The Information Commissioner’s Office provides guidance on what information to provide in a privacy notice, when to provide it, how to provide it, etc. at www.ico.org.uk.

Privacy notices lend themselves well to being put on a website.  If you choose this option you could make your clients aware of this in your engagement letters by providing them with a reference to where your notice can be found on your website.  You could, of course, append to, or include your privacy notice in, the terms of business in your engagement letter if preferred.  

Example wording for some of the matters that should be covered in your privacy notice is given in the aforementioned email alert and has been included in Appendix V to this letter. 
ICAEW Technical Release 04/02AAF Management Representation Letters: Explanatory Note

Further to the Barings Futures Singapore v Deloitte & Touche high court decision in 2002 which emphasised the need for auditors to consider whether the directors which make management representations are sufficient well informed to do so, the ICAEW have updated their guidance on management representation letters. 

The representation letter in your manual has been updated in line with changes made within the Mercia product range.  These should be used with immediate effect.

Amendments to FRS 105 Micro-Entities 

Further to our ‘Amendments to FRS 105 Micro-Entities’ email alert sent on 13 February 2018, we have incorporated the updated example accounts and disclosure checklist in to your Audit Exemption SAM.  These documents were updated following the FRC Triennial Review exercise which issued amendments to its suite of UK accounting standards.  Many of the revisions to accounting standards apply for periods commencing on or after 1 January 2019, with early adoption available.  More detail on the scope and implementation dates of changes can be found here.  However, some amendments were made to FRS 105 that are now effective.  

The revised FRS 105.1.6 notes that certain amendments to micro-entity disclosure requirements ‘shall apply for accounting periods beginning on or after 1 January 2017’.  A footnote is also included in the revisions that contains the FRC’s revised interpretation that these disclosures reflect ‘legal requirements that are applicable in the UK for accounting periods beginning on or after 1 January 2016’.  It is therefore recommended that these disclosures are included for accounting periods beginning on or after 1 January 2016 to accord with the FRC’s revised interpretation of legal disclosure requirements applicable to micro-entities.  This does not require early adoption of all of the revisions to FRS 105 made by the Triennial Review. 


The main change is the inclusion of two new notes, being average number of employees and off balance sheet arrangements. 

The revised documents should be used going forward.

A full list of all of the changes made in these updates can be found in Appendix III.

Appendix III - Detailed list of changes

Set out below is a list of all the documents that have been revised in this update, along with a brief explanation of how they have changed.  If 

If you would like a hard copy of the Audit Exemption Manual please contact us on 0116 258 1200 or send an email to karina.johnston@mercia-group.co.uk.  There is £25 administration charge for a copy of the Audit Exemption Specialist Assignment Manual.
Pages to be changed



Main reason for change

	Section A - Guidance


	
	

	· 1 - Contents & guidance notes
	-
	Contents page updated for the changes made in this update.



	
	-
	Reference to B51-FRF (Change of Financial Reporting Framework) in 3.14 deleted as no longer applicable.



	
	-
	References to Money Laundering, Terrorist Financing and Transfer of Funds (Information on the Payer) Regulations 2017 updated. 

See Appendix III for further guidance. 



	· 2 - Getting started for new manual users
	-
	Updated for the changes made in this update.



	· 3 - Update 07/18 - What’s changed
	-
	A copy of this guidance has been added to the manual.



	· 4 - Creator - getting started
	-
	Updated for the changes made in this update.



	Section B - Example letters


	
	

	· 2.1 - Schedule of professional services (Ltd co compilation)
	-
	Paragraph 1.4 (old) removed as change of UK accounting framework.



	· 2.2 - Schedule of professional services (Ltd co micro-entity compilation)


	-
	Paragraph 1.5 (old) removed as change of UK accounting framework.



	· 3 & 6 - Terms of business (both limited companies and unincorporated)
	-
	Updated ‘Data Protection Act’ and ‘Money Laundering Regulations’. 

See Appendix III for further guidance. 



	· 7 - Representation letter
	-
	Best practice amendments for consistency with Audit Manual Representation letter. 



	Section D - Example accounts


	
	

	· 1 - FRS 105 Micro-entity
	-
	Updated for FRC Triennial Review 2017. 

See Appendix III for further guidance. 



	Section E - Disclosure checklists


	
	

	· 2 - FRS 105 Micro-entity
	-
	Updated for FRC Triennial Review 2017. 

See Appendix III for further guidance. 



	· PDFs


	-
	New subfolder to include PDFs of disclosure checklist. 




Pages to be changed



Main reason for change

	Section F - Permanent file documents


	
	

	· PF1 New client checklist
	-
	Updated to reflect provisions of the 2017 Money Laundering Regulations and finalised CCAB guidance. 

See Appendix III for further guidance. 



	· PF1 Existing client checklist
	-
	Updated to reflect provisions of the 2017 Money Laundering Regulations and finalised CCAB guidance. 

See Appendix III for further guidance. 



	· PDFs


	-
	New subfolder to include PDFs of permanent file documents. 



	Section G - Current file


	
	

	· B11 - Planning Checklist
	-
	Test 10 - prompt for B51-FRF (Change of Financial Reporting Framework) deleted as no longer applicable.



	· PDFs


	-
	New subfolder to include PDFs of current file documents. 




Appendix IV - Example wording for some of the matters that should be covered in your privacy notice 

Example wording for some of the matters that should be covered in your privacy notice 

As noted above, guidance from the Information Commissioner on privacy information can be found at www.ico.org.uk.  Guidance is also available from ICAS and the ICAEW.

Below you will find some example wording that you could start with under the various headings that may be covered in your firm’s privacy notice if you have not completed this already.  This wording is intended as general guidance only and must be tailored for application in your individual firm.  You should keep this wording under review as further guidance emerges.

Privacy notice for [insert name of firm]

[Insert name of firm] takes the protection of your privacy very seriously.  We will only use your personal information to deliver the [products and] services you have requested from us, and to meet our legal responsibilities [edit as applicable following the results of your data audit].

How do we collect information from you?

We obtain information about you when you engage us to deliver our [products and/or] services and/or when you use our website, for example, when you contact us about our [products and/or] services.

What type of information do we collect from you?

The personal information we collect from you will vary depending on which [products and/or] services you engage us to deliver.  The personal information we collect might include your name, address, telephone number, email address, your Unique Tax Reference (UTR) number, your National Insurance number, bank account details, your IP address, which pages you may have visited on our website and when you accessed them.

How is your information used?

In general terms, and depending on which [products and/or] services you engage us to deliver, as part of providing our agreed services we may use your information to:

· contact you by post, email or telephone

· verify your identity where this is required

· understand your needs and how they may be met

· maintain our records in accordance with applicable legal and regulatory obligations

· process financial transactions

· prevent and detect crime, fraud or corruption

· [insert other purposes as applicable].

We are required by legislation, other regulatory requirements and our insurers to retain your data where we have ceased to act for you.  The period of retention required varies with the applicable legislation but is typically five or six years.  To ensure compliance with all such requirements it is the policy of the firm to retain all data for a period of [seven] years from the end of the period concerned.

[Firms should check the retention period with their PI provider as some argue that the statute of limitations means that client files must be kept for 15 years. Where appropriate the above wording should be amended.]

Who has access to your information?

We will not sell or rent your information to third parties.

We will not share your information with third parties for marketing purposes.

Any staff with access to your information have a duty of confidentiality under the ethical standards that this firm is required to follow.

Third Party Service Providers working on our behalf

We may pass your information to our third party service providers, agents, subcontractors and other associated organisations for the purposes of completing tasks and providing services to you on our behalf, for example to process payroll or basic bookkeeping.  However, when we use third party service providers, we disclose only the personal information that is necessary to deliver the service and we have a contract in place that requires them to keep your information secure and not to use it for their own purposes. 

Please be assured that we will not release your information to third parties unless you have requested that we do so, or we are required to do so by law, for example, by a court order or for the purposes of prevention and detection of crime, fraud or corruption.

How you can access and update your information

Keeping your information up to date and accurate is important to us.  We commit to regularly review and correct where necessary, the information that we hold about you.  If any of your information changes, please email or write to us, or call us using the ‘Contact information’ noted below.

You have the right to ask for a copy of the information [insert firm’s name] holds about you.

Security precautions in place to protect the loss, misuse or alteration of your information

Whilst we strive to protect your personal information, we cannot guarantee the security of any information you transmit to us, and you do so at your own risk. 

Once we receive your information, we make our best effort to ensure its security on our systems. Where we have given, or where you have chosen, a password which enables you to access information, you are responsible for keeping this password confidential.  We ask you not to share your password with anyone.

Your data will usually be processed in our offices in the UK.  However, to allow us to operate efficient digital processes, we sometimes need to store information in servers located outside the UK, but within the European Economic Area (EEA).  We take the security of your data seriously and so all our systems have appropriate security in place that complies with all applicable legislative and regulatory requirements.

Your choices

We may occasionally contact you by [post / email / telephone] with details of any changes in legal and regulatory requirements or other developments that may be relevant to your affairs and, where applicable, how we may assist you further.  If you do not wish to receive such information from us, please let us know by contacting us as indicated under ‘Contact information’ below.

[Newsletters: If you wish to send a regular newsletter or other marketing material to clients this may fall outside the ‘legitimate interests’ lawful basis for processing data and may also fall within the scope of the Privacy and Electronic Communications Regulations.  If you will be engaging in such activities you should obtain consent to do so.]

Your rights

Access to your information: You have the right to request a copy of the personal information about you that we hold.  

Correcting your information: We want to make sure that your personal information is accurate, complete and up to date and you may ask us to correct any personal information about you that you believe does not meet these standards.

Deletion of your information: You have the right to ask us to delete personal information about you where:

· you consider that we no longer require the information for the purposes for which it was obtained 

· you have validly objected to our use of your personal information - see ‘Objecting to how we may use your information’ below

· our use of your personal information is contrary to law or our other legal obligations

· [we are using your information with your consent and you have withdrawn your consent - see ‘withdrawing consent to use your information’ below].

Restricting how we may use your information: In some cases, you may ask us to restrict how we use your personal information.  This right might apply, for example, where we are checking the accuracy of personal information about you that we hold or assessing the validity of any objection you have made to our use of your information.  The right might also apply where there is no longer a basis for using your personal information but you do not want us to delete the data.  Where this right is validly exercised, we may only use the relevant personal information with your consent, for legal claims or where there are other public interest grounds to do so.

Objecting to how we may use your information: Where we use your personal information to perform tasks carried out in the public interest then, if you ask us to, we will stop using that personal information unless there are overriding legitimate grounds to continue.  [You have the right at any time to require us to stop using your personal information for direct marketing purposes.]

[Delete if not applicable as you do not rely on consent] Withdrawing consent to use your information: Where we use your personal information with your consent you may withdraw that consent at any time and we will stop using your personal information for the purpose(s) for which consent was given.  

Please contact us in any of the ways set out in ‘Contact information’ below if you wish to exercise any of these rights.

Changes to our privacy notice

We keep this privacy notice under regular review [and will place any updates on [insert link to where website if you wish to use this approach].  Paper copies of the privacy notice may also be obtained from [insert how / where].

This privacy notice was last updated on [insert date].

Contact information 

[Insert relevant contact details, including the name or email address to use for these purposes]

Complaints

We seek to resolve directly all complaints about how we handle your personal information but you also have the right to lodge a complaint with the Information Commissioner’s Office at 

Information Commissioner's Office

Wycliffe House

Water Lane

Wilmslow

Cheshire

SK9 5AF

Telephone - 0303 123 1113 (local rate) or 01625 545 745

Website: https://ico.org.uk/concerns
Disclaimer - for information of users: 

This guidance is published for the information of subscribers to Mercia’s Technical Manuals. It provides only an overview of the legislation, regulations and guidance in force, or due to come into force, at the date of publication, and no action should be taken without consulting the detailed legislation, regulation or guidance or seeking professional advice. Therefore, no responsibility for loss occasioned by any person acting or refraining from action as a result of the material contained in this guidance can be accepted by the authors or the company.
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